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Judicial Information System Committee Meeting      May 19, 2010 
 


AOC Statewide Service Level to Courts: 
A Centralized or Decentralized Model? 


I. Background 
On March 5, 2010, the JISC approved the Final IT Governance Framework reflecting 
input from the court community and industry best practices.  The JISC is being asked to 
provide guidance to inform the user community and AOC in moving IT requests through 
the governance process.  That policy direction should include a set of criteria to guide 
decisions on which court business functions should be provided statewide (centralized) 
and which should be local (decentralized).  


 II. History   


In 1973, in response to the need to make court business processes more efficient and 
improved access to case information, the Supreme Court created the predecessor to 
the JISC, the Superior Courts Management Information System (SCOMIS) Committee 
to study the use of automation in the judicial branch.  The committee received a grant 
from the Law Enforcement Assistance Administration (LEAA) in 1976 to begin the 
development of the Judicial Information System (JIS).  Projects were begin in 1976 and 
1977 to establish a superior court system (SCOMIS), an appellate court system 
(ACORDS), a juvenile system (JUVIS) and a system for courts of limited jurisdiction 
(DISCIS).  The projects received a number of subsequent grants, and funding from the 
legislature beginning in 1977. 


In the 1977-1979 biennium, the legislature appropriated $684,000 from the General 
Fund for the development of the JIS.  In the 1979-1981 biennium, the legislature did not 
make a JIS-specific appropriation, but increased the AOC appropriation by $4.4 million 
over the prior biennium.  That year the legislature required the AOC and JIS users to 
develop a feasible plan for funding the JIS with user fees, and report to the legislature.  
The resulting Permanent Funding Plan (attached, August 1980) recommended JIS 
funding through a portion of the Supreme Court and appeals court clerks’ fees, as well 
as new fees on filings, judgments, forfeitures, penalties, costs, and traffic fines. 


In 1980, a bill that increased superior court clerks’ filing and other fees also allocated $2 
of each filing fee for JIS costs.  The bill created a judicial information system account 
within the general fund and restricted spending from that fund to JIS costs only (2SSB 
2381, Chapter 70, Laws of 1980). 


In 1981, the legislature passed House Bill 590 (Chapter 330, Laws of 1981), which 
increased filing and other fees for superior court clerks, juvenile courts, and courts of 
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limited jurisdiction as well as for traffic infractions.  That bill removed the JIS account 
from the general fund, and removed the clause that restricted spending to JIS costs 
only.  The bill also made a one-time appropriation of $8.6 million from the general fund 
for the JIS, and appropriated $100,000 for the Legislative Budget Committee to conduct 
a study on the JIS. 


The JIS continued to be funded through the general fund until 1984, when the 
legislature passed the Court Improvement Act of 1984.  The Act set up the Public Safety 
and Education Account (PSEA), funded by a number of court fees and fines, and 
dedicated the fund to support specific activities, including the JIS. 


In 1988, the legislature specifically appropriated $2.2 million from the PSEA for 
enhancements to the JIS, including the development of an information center, 
implementation of a data administration model, provision of personal computers and 
support services in courts not served by the mainframe system, and planning activities.   


In 1989, the legislature passed SHB 1414 (Chapter 364, Laws of 1989, RCW Chapter 
2.68), creating a separate JIS account, maintained by the AOC.  The bill also directed 
the JISC to develop a schedule of user fees for non-court users of the JIS that would 
generate sufficient revenue to cover JIS costs. 


In 1994, based on the report that the JIS was operating at 100% capacity during most 
working hours and required more capacity, the legislature passed SSB 6006 (Chapter 8, 
Laws of 1994).  Now RCW 2.68.040, the bill  provided for additional funding to the JIS 
Account by enabling the Supreme Court to adopt rules to assess a $10 penalty for CLJ 
infractions, a $10 appearance cost on all defendants, and a $10 fee for each traffic 
infraction account for which a person requests a time payment schedule.  The court was 
also asked to adjust these assessments for inflation. 
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Presentation Topics


Historical Review
JIS Services and Funding
Alternative Approaches
Criteria for Future Decisions
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Historical Review


ADP and Permanent Funding Plan
JIS intended to improve management, 
operations and responsiveness of courts.
JIS intended to improve reporting capabilities.
Central system viewed as most cost‐effective 
and most likely to result in intended benefits.
Best alternative for funding is court user fees.
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Historical Review


1976: LEAA Grants
1977‐1981: SGF Appropriations
1980: $2 Superior Court fee to JIS Account
1981: Repeal JIS account, fee support through SGF
1984: Create PSEA, fees to support JIS and others
1989: JIS account (re)created, non‐court user fees
1994: Repeal non‐court user fees, add infraction 
penalties
2009: Repeal PSEA
Today: Funded by SGF and JIS account
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JIS Services and Funding
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JIS Services and Funding


Data Exchanges
Vehicle Related Violations, DOL, DSHS, DOC, Federal 
Firearms, SCOMIS DX


Applications
DISCIS, SCOMIS, JRS, ACORDS, JCS, JABS, CAPS, Web 
applications, Internet, eTicketing


Data
Person, Accounting , Case/Docket, Data Warehouse


Equipment and Infrastructure
Network, JIS Equip Mgmt, Mainframe & Server, Data 
Exchange, Web services, Disaster Recovery
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Alternative Approaches


7


State
Application


Data
JIS Funding


Data
JIS Funding


Standards
Data Exchange


JIS Funding


Standards
Data Exchange


JIS Funding


Local
Application


Local Funding


Application
? Funding


Application
Data


Local Funding







Criteria for Future Decisions
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Need for statewide data
Degree of statewide need for service
Cost
Maturity of vendor market







Historical Review


JIS Extended ADP Plan:
“From inception, the Judicial 
Information System project has been 
directed at improving the management, 
operation and responsiveness of the 
courts.  It was recognized that 
automation would be essential, if the 
courts were to be successful in 
adopting a modern business approach 
to their work procedures.”


Judicial Information System Extended ADP Plan , January, 1980 (With updates to May, 1, 1980).
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Historical Review


JIS Extended ADP Plan:
“The benefits of the JIS development were 
generally regarded as follows:


Provide operational information to each 
court to increase administrative 
capabilities.


Improve the reporting capability to meet 
statutory  mandates for information on the 
judicial branch to the Supreme Court, 
Legislature, Executive, and to the citizens 
of the State of Washington.”
Judicial Information System Extended ADP Plan , January, 1980 (With updates to May, 1, 1980).
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Historical Review


JIS Extended ADP Plan:
“The major, overall goals of the JIS project have been as follows:


Provide timely and accurate information necessary for the expeditious 
administration of justice in the courts of the State of Washington.


Improve court knowledge and responsiveness through greater data 
detail, currency and improved reliability both in court administration 
and judicial procedures.


Enhance the cost effectiveness of the court system through 
standardization of procedures and data elements, and improved 
technology for data collection, data handling and data retrieval.


Increase the effectiveness of the judicial process in Washington State 
by enhancing the availability of court information to the related 
entities of other courts, prosecutors, law enforcement and corrections 
organizations”


Judicial Information System Extended ADP Plan , January, 1980 (With updates to May, 1, 1980).
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Historical Review


JIS Extended ADP Plan:


“Policies


To promote total commitment by the State 
judiciary in actively participating in 
the design, review and enhancement of JIS 
to ensure a continuing quality product.”


Judicial Information System Extended ADP Plan , January, 1980 (With updates to May, 1, 1980).
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Historical Review


JIS Permanent Funding Plan:


“It is important to note that the JIS 
concept includes a main computer facility, 
telephone lines to court sites, computer 
terminals, and staff to develop, operate, 
and maintain applications, as well as train 
court personnel.”


Judicial Information System Permanent Funding Plan , August, 1980 .
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Historical Review


JIS Permanent Funding Plan:
“Whether or not the individual state courts should be automated 
is no longer a question.  With few exceptions, every medium to 
large-scale court in the state has investigated or planned to 
implement computerization to help cope with growing caseloads.  
The selections have ranged from limited functions available on 
prepackaged, vendor supplied mini-computers, to full-function 
court information systems developed by local county or city data 
processing staffs.  The former typically have rigid structures 
incapable of being modified to meet the unique needs of 
Washington’s courts.  The latter have approached JIS goals in 
meeting local needs, but failed in providing any state-wide 
benefits.  All have been expensive for the amount of services 
provided.  In creating the JIS court rules, the Supreme Court has 
been successful in preventing the implementation of many 
dissimilar, non-standard systems which would be of great total 
cost to the judiciary, and local and state government.”
Judicial Information System Permanent Funding Plan , August, 1980 .
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Historical Review


JIS Permanent Funding Plan:
“Funds are derived from four levels or sources: 
federal, state and local governments as well as 
individual citizens.  However, all funds ultimately 
come from the tax payer.” (emphasis added)


“Investigation reveals that allowing users of public 
services to pay for all or part of the cost of the 
services is a time-honored approach to permanent 
funding of government activities…  …Therefore, it 
appears that litigant ordered user fees are already 
an acceptable and frequently used method.”


Judicial Information System Permanent Funding Plan , August, 1980 .
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Historical Review


JIS Permanent Funding Plan:
“A third alternative, and one that avoids the enormous 
task of budgeting within each of the many county 
governments, is to have the costs of JIS borne by the 
users of the courts.  A direct litigant fee payment 
satisfactorily passes the evaluation of benefit (burden)–
payment relationship, ease of collection, and the social 
acceptability of the potential funds sources.  This 
alternative is superior to the present alternative of 
direct state appropriation because costs are borne by the 
user-beneficiary of the services, as opposed to being paid 
for by all state residents through tax monies.  It is this 
alternative which the committee recommends.”


Judicial Information System Permanent Funding Plan , August, 1980 .
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Historical Review


1974
SCOMIS committee created


1976
LEAA Grant obtained


1977 ‐ 1981
State General Fund Appropriations
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Historical Review


Chapter 70, Laws of 1980
General filing fee increases
$2 of each superior court civil and probate filing 
fee shall be deposited in the JIS Account 
created in the state general fund
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Historical Review


Chapter 330, Laws of 1981
General superior court filing fee increases
$5 cost on CLJ criminal actions to SGF for JIS
JIS Account in State General Fund repealed, but 
retains allocation of portions of filing fees to fund 
JIS
JIS Appropriation and FTE allocation to AOC from 
State General Fund
Directs Legislative Budget Committee study of JIS
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Historical Review


Chapter 258, Laws of 1984
Creates PSEA to fund traffic safety education, 
criminal justice training, crime victims’ 
compensation, judicial education, the judicial 
information system, winter recreation parking, 
and state game programs
Initiates funding by $10 surcharge on traffic 
infractions, with increases established by court rule
Repeals $5 CLJ criminal cost for JIS (3.62.080)
35% of fees under 36.18.020 to PSEA
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Historical Review


Chapter 364, Laws of 1989
Recreates the JIS Account as codified in Chapter 
2.68 RCW
The Legislature shall appropriate funds from the 
account for JIS
The JISC shall develop a schedule of user fees for 
in‐state non‐court users and all out‐of‐state users 
of JIS and charges for JIS products and licenses for 
the purpose of apportioning the full cost of the 
operation and development of JIS among all users.
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Historical Review


Chapter 8, Laws of 1994
Repeals JIS Account funding with non‐court user 
fee schedule.
Initiates funding by $10 surcharge on traffic 
infractions, with increases established by court 
rule.
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Historical Review


Chapter 8, Laws of 1994
Repeals JIS Account funding with non‐court user 
fee schedule.
Initiates funding by $10 surcharge on traffic 
infractions, with increases established by court 
rule.
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Historical Review


Chapter 479, Laws of 2009
PSEA repealed as part of larger measure to repeal 
dedicated accounts, thus increasing the state debt 
limit and deposits to the state budget stabilization 
account
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Chapter 2.68 RCW: Judicial information system


http://apps.leg.wa.gov/rcw/default.aspx?cite=2.68&full=true#[5/12/2010 5:00:45 PM]


Graphic Version | [No disponible en español]


Chapter 2.68 RCW
Judicial information system


RCW Sections


2.68.010 Judicial information system committee -- Fees.


2.68.020 Judicial information system account.


2.68.030 Schedule of user fees.


2.68.040 Judicial information system account -- Increase in fines, penalties, assessments.


2.68.050 Electronic access to judicial information.


2.68.010
Judicial information system committee — Fees.


The judicial information system committee, as established by court rule, shall determine all matters pertaining to the delivery of services available
from the judicial information system. The committee may establish a fee schedule for the provision of information services and may enter into
contracts with any person, public or private, including the state, its departments, subdivisions, institutions, and agencies. However, no fee may be
charged to county or city governmental agencies within the state of Washington using the judicial information system for the business of the courts.


[1989 c 364 § 1.]


2.68.020
Judicial information system account.


There is created an account in the custody of the state treasurer to be known as the judicial information system account. The administrative office
of the courts shall maintain and administer the account, in which shall be deposited all moneys received from in-state noncourt users and any out-
of-state users of the judicial information system and moneys as specified in RCW 2.68.040 for the purposes of providing judicial information system
access to noncourt users and providing an adequate level of automated services to the judiciary. The legislature shall appropriate the funds in the
account for the purposes of the judicial information system. The account shall be used for the acquisition of equipment, software, supplies,
services, and other costs incidental to the acquisition, development, operation, and administration of information services, telecommunications,
systems, software, supplies, and equipment, including the payment of principal and interest on items paid in installments. During the 2007-2009
fiscal biennium, the legislature may transfer from the judicial information system account to the state general fund such amounts as reflect the
excess fund balance of the account. During the 2009-2011 fiscal biennium, the legislature may transfer from the judicial information system account
to the state general fund such amounts as reflect the excess fund balance of the account.


[2009 c 564 § 1802; 2009 c 564 § 918; 2005 c 282 § 11; 1994 c 8 § 1; 1989 c 364 § 2.]


Notes:


     Reviser's note: This section was amended by 2009 c 564 § 918 and by 2009 c 564 § 1802, each without reference to the
other. Both amendments are incorporated in the publication of this section under RCW 1.12.025(2). For rule of construction, see
RCW 1.12.025(1).


     Effective date -- 2009 c 564: "This act is necessary for the immediate preservation of the public peace, health, or safety,
or support of the state government and its existing public institutions, and takes effect immediately [May 19, 2009]." [2009 c 564 §
1812.]


2.68.030
Schedule of user fees.


The judicial information system committee shall develop a schedule of user fees for in-state noncourt users and all out-of-state users of the judicial
information computer system and charges for judicial information system products and licenses for the purpose of distributing and apportioning the



http://apps.leg.wa.gov/rcw/default.aspx?cite=1.12.025

http://apps.leg.wa.gov/rcw/default.aspx?cite=1.12.025
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full cost of operation and continued development of the system among the users. The schedule shall generate sufficient revenue to cover the costs
relating to (1) the payment of salaries, wages, other costs including, but not limited to the acquisition, operation, and administration of acquired
information services, supplies, and equipment; and (2) the development of judicial information system products and services. As used in this
section, the term "supplies" shall not be interpreted to delegate or abrogate the state purchasing and material control director's responsibilities and
authority to purchase supplies as provided in chapter 43.19 RCW.


[1989 c 364 § 3.]


2.68.040
Judicial information system account — Increase in fines, penalties, assessments.


(1) To support the judicial information system account provided for in RCW 2.68.020, the supreme court may provide by rule for an increase in
fines, penalties, and assessments, and the increased amount shall be forwarded to the state treasurer for deposit in the account:


     (a) Pursuant to the authority of *RCW 46.63.110(2), the sum of ten dollars to any penalty collected by a court pursuant to supreme court
infraction rules for courts of limited jurisdiction;


     (b) Pursuant to RCW 3.62.060, a mandatory appearance cost in the initial sum of ten dollars to be assessed on all defendants; and


     (c) Pursuant to *RCW 46.63.110(5), a ten-dollar assessment for each account for which a person requests a time payment schedule.


     (2) Notwithstanding a provision of law or rule to the contrary, the assessments provided for in this section may not be waived or suspended and
shall be immediately due and payable upon forfeiture, conviction, deferral of prosecution, or request for time payment, as each shall occur.


     (3) The supreme court is requested to adjust these assessments for inflation.


[1994 c 8 § 2.]


Notes:


     *Reviser's note: RCW 46.63.110 was amended by 2002 c 279 § 15, changing subsection (2) to subsection (3) and
subsection (5) to subsection (6).


2.68.050
Electronic access to judicial information.


The supreme court, the court of appeals and all superior and district courts, through the judicial information system committee, shall:


     (1) Continue to plan for and implement processes for making judicial information available electronically;


     (2) Promote and facilitate electronic access to the public of judicial information and services;


     (3) Establish technical standards for such services;


     (4) Consider electronic public access needs when planning new information systems or major upgrades of information systems;


     (5) Develop processes to determine which judicial information the public most wants and needs;


     (6) Increase capabilities to receive information electronically from the public and transmit forms, applications and other communications and
transactions electronically;


     (7) Use technologies that allow continuous access twenty-four hours a day, seven days per week, involve little or no cost to access, and are
capable of being used by persons without extensive technology ability; and


     (8) Consider and incorporate wherever possible ease of access to electronic technologies by persons with disabilities.


[1996 c 171 § 3.]



http://apps.leg.wa.gov/rcw/default.aspx?cite=43.19

http://apps.leg.wa.gov/rcw/default.aspx?cite=46.63.110

http://apps.leg.wa.gov/rcw/default.aspx?cite=3.62.060

http://apps.leg.wa.gov/rcw/default.aspx?cite=46.63.110

http://apps.leg.wa.gov/rcw/default.aspx?cite=46.63.110
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Notes:


     Captions not law -- Effective dates--1996 c 171: See notes following RCW 43.105.250.



http://apps.leg.wa.gov/rcw/default.aspx?cite=43.105.250
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Judicial Information System Committee Meeting      May 19, 2010 


DECISION POINT – ENTERPRISE ARCHITECTURE PRINCIPLES 


MOTION:   


• I move that the JISC adopt the proposed Enterprise Architecture Principles: 


 Stewardship;  


 Objectivity; and  


 Transparency.  


I. FACTS  
As part of the JISC-approved transformation, AOC initiated a series of key initiatives. 
One of those initiatives is Enterprise Architecture Management (EAM), which provides a 
framework that aids in the management of information technology resources and 
sustainably supports the business of the courts. Enterprise architecture provides a 
holistic thinking and guidance for complex statewide IT needs. EAM also involves 
adopting a common set of standards, which will facilitate information sharing among 
systems and applications. 


Another key initiative is IT governance, designed to establish a consistent process for IT 
decision-making.  On March 5, 2010, the JISC approved the Final IT Governance 
Framework.  Before implementing the Framework, the JISC is being asked to provide 
guidance on priorities, strategies, and allocation of resources.  An integral part of that 
guidance is agreement on key principles of Enterprise Architecture that will guide the 
management and development of technology resources. 


II. DISCUSSION   
In line with the Operational Plan, the Enterprise Architecture Management team is 
developing standards and governance in five areas: business architecture, information 
architecture, application architecture, infrastructure architecture, and security 
architecture.  Based on those standards, the Enterprise Architecture Management 
Initiative will guide future IT decisions.  JISC-approved principles will provide policy 
direction that AOC will use to direct the development of the Enterprise Architecture 
Framework.  The three guiding principles are these:  


 Stewardship - A responsibility to guide technology decisions to conserve 
resources and funds and to maximize benefits to the Enterprise. 


 Objectivity - A duty to provide leadership and guidance on technology 
choices based on merits, standards and strategies    
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 Transparency - A responsibility to promote an open and accountable 
governance practice for technology decisions and compliance 


III. PROPOSAL  
The JISC should approve the proposed Enterprise Architecture Principles:  
Stewardship, objectivity, and transparency. 


IV. OUTCOME IF NOT PASSED 


Without JISC-approved EA principles, AOC would not have the guidance necessary to 
move forward to develop the Enterprise Architecture Management framework.  Also, 
without these principles, the EA Framework may not align with JISC priorities.  In 
addition, users might not have confidence that objective architecture standards are 
consistently applied to requests moving through the IT governance process. 


V. NEXT STEPS 
The Enterprise Architecture team will move forward with the establishment of the EA 
organizational structure, development of policies, standards and guidelines, and support 
of the IT governance process. 








ISD Transformation


May 19, 2010


Enterprise Architecture Management
Overview







Agenda


Why Enterprise Architecture?
What is Enterprise Architecture?
EA Framework
EA Principles
Next Steps
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Current IT Challenges in WA Courts


Federated nature of our court systems
Application silos – no vision for integration 
or coordination
Duplication in investments 
No holistic solutions to complex problems
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Enterprise Architecture


Aids in the management of technology 
resources
Applies a holistic thinking to complex state‐
wide problems
Eliminates unwanted redundancies
Actively seeks and embraces new knowledge
Leverages new opportunities while fully 
exploiting the past
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Enterprise Architecture Defined 


Enterprise architecture is the structure and 
the operational blueprint used to :
• Align an organization's information 
technology assets, people, operations, and 
projects 


• Optimize the creation and support of 
business capabilities.
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EA Mission
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The mission of Enterprise Architecture 
for Washington Courts is to provide 
technology guidance, tools and value‐


added services to meet justice 
information needs 







EAM Services
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Mentoring, 


Solution 
Architecture
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Business Architecture Domain


Provides a common understanding of the 
functional needs of the business
Deals with business process analysis and 
re‐engineering
Aims for common solutions for business 
process needs shared by multiple entities
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Defines structure of enterprise in terms of its capabilities, governance 
structure, business processes, and business information







Information Architecture Domain


Aims to maximize the utility of information 
assets
Deals with data consumed as well as generated
Deals with how data is shared
Determines how data is accessible
Establishes stewardship of data
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Deals with the modeling and use of the information assets of the 
enterprise







Application  Architecture Domain


End users interface and interaction to technology
Common use
Service Orientation
Technology independence
Ease of use
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Deals with the applications required to support the business; the software 
platform and the design models for these applications







Infrastructure  Architecture Domain


Deals with communications between technical 
architecture layers and between systems
Supports Interoperability
Supports Scalability
Provides business continuity
Helps manage technical complexity
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Addresses the underlying enabling hardware, operating system 
software, software utilities, and networking equipment that support 
enterprise applications. 







Security Architecture Domain


Secure enterprise
Centrally managed security
Universal Security
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Foundation to enable secure communication, protection of 
agency business processes, and information resources, 
and ensures that new methods for delivering 
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Current IT Challenges in WA Courts


Federated nature of our court systems
Application silos – no vision for integration 
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Enterprise Architecture Defined 


Enterprise architecture is the structure and 
the operational blueprint used to :
• Align an organization's information 
technology assets, people, operations, and 
projects 


• Optimize the creation and support of 
business capabilities.
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Deals with the modeling and use of the information assets of the 
enterprise
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End users interface and interaction to technology
Common use
Service Orientation
Technology independence
Ease of use
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Deals with the applications required to support the business; the software 
platform and the design models for these applications
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architecture layers and between systems
Supports Interoperability
Supports Scalability
Provides business continuity
Helps manage technical complexity
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Addresses the underlying enabling hardware, operating system 
software, software utilities, and networking equipment that support 
enterprise applications. 
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and ensures that new methods for delivering 







Enterprise Architecture Organization


23


EA Staff
Stewardship
Management
Procedures
Research


Work Groups
Build Architecture Artifacts
Special Projects
Develop standards


OCB
Solution Alignment
Review 
Coordination


Solution 
Teams


Compliance


Enterprise Architecture Management (EAM)


ITPM
Architecture 
Portfolio


AOC
PMO


Projects
Schedule
Resources


JISC
Approval of Policies and Principles
Strategic Direction
Approve EA Projects
Delegate Authority to ASC


JISC Sub-Committees
Review and analyze requests
Endorse
Recommend


ITG


5


ARB
Review Solutions for 
Compliance
Provide Recommendations to 
the ASC


ASC
Provide architecture oversight
Approve standards
Approve exceptions to standards
ProviderResources


2


1


3


4 6


Legend:
ASC: Architecture Steering 
Committee
ARB: Architecture Review Board
PMO: Project Management Office
ITPM: IT Portfolio Management
OCB: Operational Change Board







EA Deliverables


24


Deliverable Approving 
Authority


IT Policies JISC


Technology Standards & Guidelines ASC


Technology Strategy & Roadmap ASC


Reference Architectures ASC


Solutions Architecture ARB





		ISD Transformation

		Agenda

		ISD Transformation

		Current IT Challenges in WA Courts

		Enterprise Architecture

		Enterprise Architecture Defined 

		EA Mission

		EA Services

		EA Framework

		EA Principles

		Principle #1 - Stewardship

		Principle #2 - Objectivity

		Principle #3 - Transparency

		EA Value Model

		Next Steps

		Slide Number 16

		Slide Number 17

		Business Architecture Domain

		Information Architecture Domain

		Application  Architecture Domain

		Infrastructure  Architecture Domain

		Security Architecture Domain

		Enterprise Architecture Organization

		EA Deliverables






    Administrative Office of the Courts 
 


Judicial Information System Committee Meeting      May 19, 2010 


DECISION POINT – JIS IT GOVERNANCE GUIDELINES 


MOTION:   


• I move that the JISC adopt the IT Governance Guidelines to instruct and inform the IT 
Governance process, as follows: 


o Funding Model and Structures Guidelines: 


  


  


  


o Decision/Guidance History and Prioritization Guidelines: 


  


  


  


o Inclusions Guidelines: 


  


  


  


o Exclusions Guidelines: 


  


  


  


o Expectations and Implications Guidelines: 


  


  


  


o Outcomes Guidelines: 
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I. FACTS  
As part of the JISC-approved modernization and integration, AOC initiated a series of key 
initiatives. One of those initiatives, establishing an IT Governance Framework, is a necessary 
foundation for establishing a consistent process for IT investment decision-making. 


On March 5, 2010, the JISC approved the Final IT Governance Framework reflecting input from 
the court community and industry best practices.   


II. DISCUSSION   
In order to determine which IT requests to consider and how to assess whether they should be 
recommended for approval, members of the user community need guidance from the JISC as to 
identified priorities, strategies, and allocation of resources.  Prior to formal implementation of the 
IT Governance Framework, the JISC should provide that guidance through the development of 
IT Governance Guidelines which will instruct and inform the user community and AOC in 
moving IT requests through the governance process. 


III. PROPOSAL  
The JISC should develop an agreed upon set of IT Governance Guidelines which will serve as 
guidance to the JIS user community in the governance process. 


IV. OUTCOME IF NOT PASSED 


Without guidelines, it will be difficult for the endorsing communities and the court level user 
groups to know whether a given request is within scope and aligns with the JIS strategy and 
priorities.  It will also be difficult for groups to prioritize requests without guidelines on how the 
available budget will be allocated.    


V. NEXT STEPS 
The new IT Governance request process will be supported by training and education. The 
development of charters for court level user groups, in addition to templates, procedures and an 
automated system, will assist court stakeholders in fulfilling their role in the IT Governance 
process.  Formal implementation of the IT Governance process is set to begin in July 2010. 
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Evaluations


Expectations


Reduce complexity


Sunset legacy systems
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Cost savings


Better information
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• Implications


Data Exchanges (DX)
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Staff/user efficiencies


ROI less than 5 years
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Judicial Information System Committee Meeting      May 19, 2010 
 


DECISION POINT – SCJA Request for Calendaring and Case 
Management  


MOTION:  


• I move that the JISC authorize AOC to initiate a feasibility study on a calendaring 
and case management solution for superior courts to include the identified core 
elements, requirements, and expectations. 


I. FACTS  
In alignment with the JISC-approved IT strategy and business plan, the Information 
Services Division (ISD) began implementation of a multi-year operational plan in 
2009.  A key initiative to the JIS modernization is the JIS Applications Refresh 
Initiative.  For the operational plan to stay on schedule, a feasibility study must be 
started in July, 2010 so that funding can be secured during the 2011 legislative 
session. 


On March 5, 2010 the JISC approved the final IT Governance Framework, which 
includes a workflow with processes to initiate, endorse, analyze, recommend, and 
schedule action on IT requests.  The framework is expected to begin implementation 
in July, 2010.   


The JISC has identified case management, resource management, and scheduling 
as top priorities.  To meet the deadlines set under the Operational Plan, and at the 
same time honor the spirit of the adopted IT Governance Framework, AOC has 
worked with the user community to follow the IT governance steps for this request.   


The Superior Court Judges’ Association initiated and endorsed a request to address 
functional gaps in the areas of case management, calendaring and resource 
scheduling, as well as other areas considered separately.   


A user’s group representing various court representatives was brought together to 
review the request, and their recommendations were considered by the JISC on 
April 23rd.  The JISC directed AOC to develop a draft Request for Proposal (RFP) for 
a feasibility study on the calendaring and case management functions.  The 
committee decided to address the scope and considerations for the feasibility study 
at its next meeting. 
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II. DISCUSSION   
The draft RFP calls for the feasibility study to provide information on the project size, 
impact and risks.  It will include a cost/benefit analysis, available alternatives, best fit, 
and strategic alignment. 
 
The RFP asks for the feasibility study to analyze the following core elements: 
 
• Calendaring (scheduling case events and recording outcomes) 


• Caseflow Management (court management of case schedules and events) 


• Case Management (post-judgment clerk activities) 


• Outcome reporting (court calendars and summary caseflow management reports) 


• Resource Management (coordinated scheduling of resources with case events, e.g., 
courtrooms, interpreters, A/V) 


The feasibility study cost would be capped at $250,000, it would follow the ISB 
Feasibility Study Model, and analyze against the list of requirements submitted with the 
SCJA request. 


III. PROPOSAL  


The JISC should authorize AOC to initiate a feasibility study to address case 
management and calendaring functions.  The JISC should define the scope of the study 
and the considerations to be included. 


IV. OUTCOME IF NOT PASSED 


If the committee does not approve AOC to proceed with a feasibility study today, the 
study may not be completed in time to request funding from the Legislature for the 
identified solution.  If that is the case, the Transformation plan will fall behind schedule, 
and there will be delay in delivering improved services to the courts in key areas of 
need.    


V. NEXT STEPS 
If the feasibility study is authorized, AOC will proceed with the RFP process to identify a 
vendor to conduct the study.  Under the proposed timeline, work on the study can begin 
in late July. 








Feasibility Study RFP


May 19, 2010







Topics


Status


Project Scope


Project Objectives


What’s Next


Discussion


2


30 min


30 – 60 min







Status


Draft RFP is complete


Contains:
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Status


Draft RFP


Structure:
Phase 1 – services and deliverables leading to and including 
the final Feasibility Study


Phase 2 – Develop implementation RFP with selection 
criteria
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Scope


Complete a feasibility study for:


Calendaring and Caseflow Management 
business functions for Superior Courts


Business functionality for County Clerks 
including financial and accounting 
requirements
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Services and Deliverables


Phase 1:


Develop project schedule and work plan


Refine functional and technical requirements


Identify alternative solutions for calendaring 
and caseflow management


Select best solution


Buildmigration approach


Complete formal study (ISB based format)
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Services and Deliverables


Phase 2:


Develop the “Implementation RFP”


Develop associated selection criteria
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Requirements and Expectations


RFP will:


Expect a COTS‐based solution


Consider market and public alternatives


Not exceed $250,000
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1.0 Introduction 
1.1 Purpose 
At the direction of the Judicial Information Systems Committee (JISC), the Washington 
State Administrative Office of the Courts (AOC) is initiating this Request for Proposal (RFP) 
to solicit responses from Vendors interested in preparing a feasibility study regarding the 
acquisition and implementation of an automated system in support of the calendaring and 
caseflow management business functions of the Superior Courts in Washington State.   
 
The feasibility study shall also address the retirement, in whole or part, of any legacy 
systems which provide additional business functionality to the Superior Courts and/or 
County Clerks that is replicated in the best-few alternatives identified in the feasibility study.  
These systems include, but are not limited to, the Courts Automated Proceedings Systems 
(CAPS), Superior Court Information System (SCOMIS) and the Judicial Receipting System 
(JRS). 
 
AOC is looking for Expert level contractor support to define technical and functional 
requirements for a calendaring and caseflow management system and to develop a feasibility 
study and identify viable alternatives.  Depending on the alternative selected, the vendor may 
be requested to continue with the second phase of the project: to write an RFP for the 
procurement of a selected system or service alternative that meets AOC requirements, and to 
provide evaluation criteria for assessing the RFP responses and selecting the most qualified 
vendor/proposal.  The vendor must bid their proposal in two phases to allow for this decision 
point. 
 
1.2 Project Background 
The Administrative Office of the Courts (AOC) was established by the 1957 Legislature and 
operates under the direction and supervision of the Chief Justice of the Supreme Court, 
pursuant to Chapter 2.56 RCW.  The mission of AOC is to advance the efficient and effective 
operation of the Washington Judicial System. 
 
The AOC provides significant support to the Washington Courts across a variety of business 
areas including the provision of information technology systems which support the business 
functions of the state’s appellate and trial courts and serve as the repository of state-wide 
court data accessed by the courts and other local, state, and federal justice system partners. 
 
In the provision of information technology services to the appellate and trial courts, the AOC 
operates under the oversight and direction of the Judicial Information System Committee 
(JISC) as established by the Judicial Information System Committee Rules (JISCR) adopted 
in 1976. 
 
Several prior studies and efforts have been undertaken to improve the level of calendaring 
and caseflow management business functionality provided to the trial courts, including the 
development and implementation of the Courts Automated Proceeding System (CAPS) in the 
Yakima County Superior Court in 2004.   Neither the CAPS solution nor other efforts have 
resulted in the broad provision of calendaring and caseflow management functionality to the 
state’s trial courts. 
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In 2008 the JISC contracted with Ernst and Young to produce a series of strategic, business 
and operational plans to guide the JISC and AOC in the development and implementation of 
new information technology solutions and, where appropriate, the retirement and 
replacement of legacy applications.  This feasibility study represents the first effort under the 
plans to extend the level of business functionality provided to the courts and implicates the 
potential retirement of one or more legacy applications. 
 
Under the governance model adopted by the JISC, the Superior Court Judges’ Association 
has requested that the JISC pursue the acquisition and implementation of an information 
technology solution in support of their calendaring and caseflow management business 
functions.  The Superior Courts in Washington State are the courts of general jurisdiction. 
The Superior Courts have exclusive jurisdiction over felony crimes, real property rights, family 
law, probate, guardianship, mental illness, juvenile, and civil cases over $50,000. The 
Superior Courts operate in 32 judicial districts, with 27 judicial districts comprised of a single 
county and 5 districts comprised of either two or three counties.   
 
By virtue of their office, each of the 39 elected or appointed County Clerks also serve as the 
Clerk of the Superior Court in their respective County, with responsibility for maintaining the 
Court’s files, creating the official docket, recording minutes of court proceedings and the 
collection and receipt of all funds required to be paid or held in trust by the Court. 
 
AOC knowledge of the potential vendor community suggests that the products available on 
the market which provide calendaring and caseflow management business functionality also 
provide business functionality currently provided to the Superior Courts and County Clerks in 
AOC developed and hosted legacy applications.  Consistent with the IT Strategic, Business 
and Operational plans adopted by JISC, the retirement of legacy systems and the 
simplification of the JIS portfolio and technology infrastructure is a primary consideration in 
the acquisition and deployment of new systems. 
 
1.3 Project Scope and Objectives 
The AOC seeks proposals from persons and organizations qualified to identify and analyze 
potential calendaring and caseflow management solution alternatives and to provide 
feasibility analysis expertise and consulting. 
 
For the purposes of this feasibility study, the JISC has directed that the content and form of 
the study shall be consistent with the feasibility study guidelines as described in the 
Washington State Information Services Board Policy 202-G1. 


 
These services are required for approximately a [three] [four] month period to cover both 
phases of the project from the start date of the contract.  The project cost shall be based 
upon deliverables identified in the Statement of Work (Attachment XX) at the bid-upon fixed 
price, with a not to exceed total project cost of $250,000. 
 
Phase 1 of the project is covered by tasks one (1) through six (6), inclusive, of the 
Statement of Work (Attachment XX).  Phase 2 of the project is covered by tasks seven (7) 
and eight (8) of the Statement of Work (Attachment XX). 
 
Bidders must submit a written proposal to respond to this RFP.  Bidders must comply with 
all requirements of this RFP, or AOC may reject your proposal as non-responsive. 
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Attachment xx 
Statement of Work 


The contractor will provide the services and deliverables below:   


Phase 1: 


1. Work with AOC staff to develop a project schedule and work plan, to be approved by 
the AOC, for completion of tasks and deliverable outlined in this statement of work. 


2. Work with AOC staff and the court community to refine functional and technical 
requirements, with definitions, necessary to support the calendaring and caseflow 
management business functions of the Superior Courts, the business functionality 
provided by the SCOMIS system for the County Clerk’s, and the financial and 
accounting functionality provided by the Judicial Receipting System for the County 
Clerks.  An initial draft of requirements and interfaces are in Attachment XX.  


3. Work with AOC staff to identify and assess alternative solutions to provide calendaring 
and caseflow management business functions of the Superior Courts, the business 
functionality provided by the SCOMIS system for the County Clerk’s, and the financial 
and accounting functionality provided by the Judicial Receipting System for the County 
Clerks. 


4. Work with AOC management and subject matter experts to select a proposed solution 
from the best-few alternatives.   


5. Work with AOC staff and management to develop an overall systems migration 
approach for implementation of the best-few alternatives in a logically sequenced 
fashion, to include retirement, in whole or part, of any legacy systems that provide 
duplicate functionality to that provided by the best-few alternatives. 


6. Prepare a formal written study to determine the feasibility of a project to implement a 
system or service which provides calendaring and caseflow management business 
functions of the Superior Courts, and may provide the business functionality provided 
by the SCOMIS system for the County Clerk’s, and the financial and accounting 
functionality provided by the Judicial Receipting System for the County Clerks.  The 
feasibility study must contain required elements as detailed in the Feasibility Study 
Guidelines for Information Technology Investments (ISB Policy No. 202-G1).  A 
current list of elements is as follows:    


• Executive summary 
• Project background and business case 
• Project objectives 
• Customers, stakeholders and organizational entities impacted by the project 
• Organizational effects 
• Proposed solution 
• Major alternatives considered 
• Relationship to the agency’s business and IT strategic plans and IT portfolio 
• Relationship to and impacts on the agency and state technology infrastructure 
• Project management approach and organization 
• Quality assurance plan 
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• Estimated timeline and work plan 
• Cost/benefit analysis, including basis for any assumptions 
• Risk assessment and mitigation strategy 
• Summary statement assessing the feasibility of implementing the selected 


alternative within the business environments of AOC and the Superior Courts. 
 


The following specific guidance shall be incorporated in the analysis and discussion 
of the Proposed solution, Major alternatives considered, and Cost/benefit analysis: 
 


• The stated preference for commercial-off-the-shelf and/or best-of-breed 
solutions over custom build efforts as contained in the IT Strategic, Business, 
and Operational plans. 


• Provision of calendaring and caseflow management business functionality as 
an enterprise solution hosted at the AOC. 


• Provision of calendaring and caseflow management business functionality 
hosted by individual courts or groups of courts from an established list of 
approved vendor products with the capability of exchanging data with the state-
wide data repository. 


• To the extent that the best-few alternatives do implicate, in whole or in part, 
retirement of legacy applications, a comparison of business functionality of the 
best-few alternatives and the legacy application(s).  In particular, an 
assessment of the docketing business functions in terms of workflow and 
keystrokes to complete similar work. 


• The feasibility of beginning deployment of the best-few alternative solutions to 
one or more courts on or before July 1, 2011. 
 


Phase 2: 
 
7. Develop a Request for Proposal (RFP) that clearly states the requirements and vendor 


responsibilities for implementing the selected alternative solution, which can be 
submitted to the vendor community in order to procure the proposed solution.  The 
RFP must meet all State and Agency procurement requirements.   
 


8. Develop the assessment criteria and RFP evaluation process necessary to support 
selection of the proposal that best meets the system and program requirements 
defined in the RFP. 


 
Project Management: 
 
This position will perform project management duties associated with Phases 1 and 2 of the 
feasibility and RFP development services and manage follow-on approval and procurement 
activities for the selected alternative, including but not limited to: 


• Develop, implement and maintain project management plans and planning 
documents utilizing standard ISD project management tools and templates where 
possible.  Work closely with contracted resources and key stakeholders in 
developing these plans.  Actively monitor and manage the project utilizing these 
plans.   


• Set, maintain and manage the project schedule (work plan) utilizing MS Project as 
the primary tool.   
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• Actively manage issue, risk and change management processes.  Provide leadership 
in the identification, documentation and resolution of project issues and change 
requests using defined processes. 


• Manage communications with contracted resources, stakeholders and management 
to ensure effective and timely communications occur.  Develops and implements 
communication strategies.  


• Report project progress using standard AOC project reporting formats, supplemented 
by routine project status reports. 


• Consult with administration and vendor staff on solution design.   
• Coordinate acceptance of design deliverables within impacted stakeholders.   
• Lead the development of approval documents for external sources, such as the 


Judicial Information Systems Committee, and the leadership Associations of the 
primary Superior Court level stakeholders. 


• Direct staff in a matrix management scenario to complete assigned tasks as outlined 
in the work plan. 


• Ensure project quality standards are met.  
• Oversee and manage the project budget. 
• Provide implementation coordination and support. 
• Develop measurement and monitoring methods.    
• Evaluate findings and recommendations of the Quality Assurance consultant.  


Develop and implement corrective actions as needed.   
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2.19 Reference Definitions 
 
Caseflow Management  
“Caseflow management is the court supervision of the case progress of all cases filed in 
that court. It includes management of the time and events necessary to move a case from 
the point of initiation (filing, date of contest, or arrest) through disposition, regardless of the 
type of disposition. Caseflow management is an administrative process; therefore, it does 
not directly impact the adjudication of substantive legal or procedural issues.”  
“Caseflow management includes early court intervention, establishing meaningful events, 
establishing reasonable timeframes for events, establishing reasonable timeframes for 
disposition, and creating a judicial system that is predictable to all users of that system. In a 
predictable system, events occur on the first date scheduled by the court. This results in 
counsel being prepared, less need for adjournments, and enhanced ability to effectively 
allocate staff and judicial resources.”  
Caseflow Management Guide, Page 1, State Court Administrative Office of the Courts, 
Lansing, Michigan, Undated.  
 
Case Management System  
A case management system supports caseflow management through establishment and 
compliance monitoring and enforcement of case deadlines and events, whether those 
deadlines and events represent requests for hearings to be held, the conduct of hearings 
before the court, activities that occur outside the direct purview of the court (i.e., mediation, 
settlement offers or efforts), exchange of information between parties and the filing of 
certain documents.  
 
A case management system generally provides reports or screen based information used to 
manage individual cases and groups of cases the caseload level by case type. A case 
management system generates reports, letters, forms, and other documents necessary to 
communicate approaching or missed deadlines (compliance and enforcement).  
 
A case management system supports different sets of general case events by type of case, 
and sub-type of case.  
 
Calendaring (resource scheduling) System  
Calendaring is the activity of scheduling cases for hearings before the court and consists of 
the coordination of case actors (judges, attorneys, litigants, interpreters, etc.) and physical 
resources (court rooms, AV equipment, etc.) based on a set of conditions that include case 
type, hearing type, required actors, and required physical resources. For example, a 
request for a motion hearing in a domestic case before Judge A (conditions) would result in 
the hearing being set on the next future date that Judge A is scheduled to hear domestic 
case motions). 
 
A calendaring system supports calendaring through automation of case hearing scheduling 
based on a set of rules (conditions). A calendaring system produces reports that details all 
cases scheduled for a particular date, time, and place and reports that detail all of the 
scheduled hearings for a particular case. A calendaring system generates notices to 
individuals regarding the scheduling of hearings in a particular case.  
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Calendaring is a sub-activity of case management. That is, you may have a calendaring 
system without having a case management system. A case management system presumes 
the existence of a calendaring system as either part of the case management system or 
through the exchange of data with a separate calendaring system.  
 
Docketing Systems  
Docketing is the creation and maintenance of the legal record of court actions taken and 
documents filed in a particular case. A docketing system is the creation and maintenance of 
that legal record in electronic form.  
 
As a general rule and practical matter, calendaring and/or case management systems are 
highly dependent upon the data and information in a docketing system. For example, a 
summary judgment motion is filed and the official record of that document is created in the 
docket. The motion also serves as the request for court time to be calendared. The motion 
also serves as the date marker relative to a case management rule regarding the sequencing 
and timing of the request and scheduling of the hearing for purposes of compliance 
monitoring and enforcement. 
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“SnapShot”


Project Management Office (PMO)
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Purpose of the PMO


As part of the ISD Standards and Policies Section, the 
PMO Unit is responsible for the way IT projects are 
conducted.  Primary responsibilities include:
• Support IT Governance by providing:


Initial assessment of requests
Sizing and scheduling of approved projects
Monitoring and reporting on projects underway


• Provide guidance and oversight of projects. 
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PMO Incremental Improvement


Five Years Ago Two Years Ago This Year
No PMO practice PMO established PMO practice fully defined including:


• Project reporting
• Alignment with Governance
• Alignment with Portfolio 


Management
• Maintaining the Project Portfolio
• Project resource management


Ad hoc Project Management 
processes and tools


Initial Project Management
processes and tools defined


Full set of Project Management 
processes and tools standardized and 
published.  Includes:
• Alignment with Project Management


Institute standards
• Tools for issue, change, and risk 


management
• Standardized status reporting


Inconsistent project delivery Better predictability of project 
success


On demand visibility into project 
assessment, planning, and progress 
through data and reports in SharePoint 
or Clarity







ADMINISTRATIVE OFFICE OF THE COURTS 
Information Services Division


Page 4


Project Manager Activities


Analysis


Planning


Procurement


Vendor Mgmt


Budget Mgmt


Resource Mgmt


Schedule Mgmt
Project 


Development & 
Task Mgmt


Progress 
Reporting


Stakeholder 
Communication


Issue/ Risk/ 
Change Mgmt


Quality Control
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Current Composition of the PMO
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Current Projects


Twelve Active Projects as of May 2010


Transformation Initiatives
• IT Governance
• IT Portfolio Management
• Project Management Office
• Enterprise Architecture Management
• Clarity Implementation
Data Exchanges
• Superior Court Data Exchange
• Vehicle Related Violations Data Services
• eTicketing Stabilization
Other
• Superior Court Feasibility Study (Calendaring and Case Management)
• Superior Court Adult Risk Assessment (Feasibility)
• Committed Intimate Relationship
• Court Date Reminders
• Additional projects onboard through Governance process
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Future Transformation Initiatives


• Master Data Management
Develop a data governance model and data quality program


• Service Management
Develop Information Technology Infrastructure Library (ITIL) based 
governance model and processes for coordinated management of IT 
services


• Solution Management
Develop governance model and processes to plan, implement, and 
manage IT solutions


• Application Development Management
Develop governance model and processes for standardizing the 
software development life cycle


• Enterprise Security Management
Develop governance model and processes for ensuring all data and 
systems are appropriately protected.


• Vendor Management
Develop governance model and processes for managing 
performance of vendors
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End of Presentation
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JIS IT GOVERNANCE POLICY DRAFT – FOR DISCUSSION 
 
Background 
 
On March 5, 2010, the JISC approved the draft IT Governance Framework.  A key 
element of putting the framework into operation is the establishment by JISC of formal 
policy in the area of IT governance.  This will give AOC clear guidance as it undertakes 
implementation of the IT Governance Framework.  It is also consistent with the larger 
plan to formally adopt JISC guidance and practice into a cohesive set of written policies.   
 
The following are some general rules on how to write a policy, and the relationship 
between policies, standards, and guidelines. 


Policies, Standards & Guidelines 


Policies:  


Policies are mandatory and can be thought of as the equivalent of organization-specific 
law. Policies are management instructions indicating a predetermined course of action, 
or a way to handle a problem or situation. Policies are high-level statements that 
provide guidance to those who must make present and future decisions.  Policies are 
generalized requirements that must be written down and communicated to certain 
groups of people inside, and in some cases outside, the organization.  Policies also can 
be considered to be business rules. 


A. A policy mandates standards for acceptable conduct.  
B. Policies are high-level requirement statements that require compliance.  
C. Policies provide general instructions, while standards provide specific 


requirements.  
D. Policies are intended to last longer than standards and are aimed at a 


wider more general audience.    


Elements of a policy 


A. Statement of need or rationale  
B. Statement of purpose  
C. General principles  
D. Definitions  
E. Statement of relationship to existing policies  


Writing Policies: 
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A policy, like a statute or court rule, cannot take precise account of all possible 
situations. Its provisions need to be general enough and clear enough to be applied to 
unanticipated circumstances. The overall goal for any policy is for the design to be 
simple, consistent and easy to use.   


A. Policy statements address what is the rule rather than how to implement the rule. 
B. Policy statements are readily available and their authority is clear 
C. Policies should be written in clear, concise, simple language 
D. Do not include information that may be quickly outdated (i.e. names) 
E. Acronyms should be spelled it out the first time they are used in the policy. 
F. As a body, policies represent a consistent, logical framework for action.  
G. A policy should tell the reader why it exists, to whom it applies, when and under 


what circumstances it applies, and its major conditions or restrictions.  
H. A policy should make reference to any previous policies so as to establish a 


historical and legal context of the current policy.  


Guidelines: 


A. Guidelines are high-level suggestions based on principles, but unlike policies, 
guidelines are not mandatory. Guidelines give general recommendations to 
follow to achieve desired results and often refer to best practices. 


 


Standards: 


Standards are more specific than policies and guidelines and cover details such as 
implementation steps, concepts, specifications and other specifics. 


I. Standards are intended to last only a few years. Standards will need to be 
changed considerably more often than policies because the manual 
procedures, organization structures, business processes and information 
mentioned in standards change so rapidly. 


II. Standards cover the details, measurements and procedures of how to 
implement policies in a specific way.   
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JIS Information Technology  
Governance Policy 


Adopted by the Judicial Information System Committee (JISC) on          , 2010 
Policy No: 10.100  
  
Effective Date:                   , 2010  
Revision Date:  Definitions (add hyperlink) 
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Purpose 
The purpose of this policy is to ensure that Judicial Information System (JIS) information 
technology (IT) resource investments are aligned with business objectives, add value to 
the IT portfolio (see JIS Policy 10.200), mitigate risk, and deliver projects and services 
in a cost-effective manner. 
 
The Judicial Information System Committee (JISC) needs a consistent and structured 
process for its IT governing bodies, so it can: make effective IT investment decisions; 
process IT requests associated with projects, applications, and services; and address IT 
governance challenges. The development and implementation of an ITG Framework for 
JIS applications and services will address this need.  
 
IT governance provides the framework by which IT investment decisions are made, 
communicated, and overseen. IT governance focuses on the alignment of IT decisions 
with the overall organizational strategy and the delivery of value from those decisions.   
 
Authority  
RCW 2.68.010 gives the JISC the authority to “determine all matters pertaining to the 
delivery of services available from the judicial information system.”  JISC Rule 1 
provides for AOC to operate the Judicial Information System (JIS) under the direction of 
the JISC and with the approval of the Supreme Court pursuant to RCW 2.56.   
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Scope 
For purposes of this policy, “IT governance” is defined as a structure and process for 
the JIS governing bodies to classify requests and apply criteria and thresholds to 
determine the appropriate levels of authority and accountability and deliver value for IT 
investment decisions.  IT governance includes, but is not limited to, policies, processes, 
tools, and templates to identify, evaluate, prioritize, and authorize IT requests, and to 
communicate the status of those requests to the user communities affected.   IT 
governance applies to all persons, organizations, or agencies that operate, manage, or 
use the portfolio of IT products and services provided by AOC (see JIS Policy 100-P1). 
 
 
Policy 
 
It is the policy of the Judicial Information System Committee that the AOC implement a 
set of IT governance standards and processes that are driven by a business plan, align 
with an IT strategy, and provide clear guidance, repeatable processes, and measurable 
outcomes.  The standards must address: 
 
1. Maximizing business value and benefit 
2. Minimizing impact of potential risks 
3. Providing a cost-benefit analysis and desirable return on investment 
4. Leveraging existing IT portfolio assets and technology expertise 
5. Aligning with enterprise architecture and other technology-related standards 
6. Aligning with the JIS Business Plan and IT Strategy 
 
 
The AOC shall implement an IT governance framework that is used to process all 
requests for IT investments.  The framework shall contain a workflow that includes five 
steps: 
 


• Initiate an incident or project request. 
• Endorse – Affirm that the request is reasonable and viable. 
• Analyze – Assess and augment the request prior to review by recommending 


bodies. 
• Recommend – Filter and score against pre-defined criteria to create a prioritized 


list of IT requests. 
• Schedule – Compare all recommended requests to determine the scheduling of 


action, subject to delegated authority, resource availability, and approved budget. 
 


The authority to initiate and endorse a request shall be vested in the court user 
community through the establishment of user groups representing the constituencies 
listed in Appendix XXX. 
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The authority to recommend requests to JISC for scheduling shall be vested in the court 
user community through the establishment of court level user groups comprised of the 
constituencies listed in Appendix XXX. 
 
The user groups and the court level user groups shall adopt individual charters 
describing their composition, and rules of operation, provided that the charters adopted 
by the court level user groups shall state that requests may only be denied upon a 
unanimous vote of the membership and all other requests will move forward with either 
a unanimous or majority/minority recommendation for scheduling to the JISC. 
 
A copy of the user group and court level user group charters shall be provided to the 
JISC. 
   
The IT governance framework must ensure that: 
 


1. Governance processes are aligned with business priorities and reflect the 
strategic direction of the JISC and the AOC. 


2. The processes, frameworks, models, and tools are developed and evolve to their 
most simple state, in support of the business needs of Washington courts. 


 
3. Decision makers and stakeholders understand their roles in the governance 


process and the roles of others 
 


4. AOC takes ownership of the governance model and tools, and facilitates future 
reviews and improvements. 


5. Standards, policies, and procedures are created in collaboration with all 
stakeholder groups, based on acceptance of minimum, ISD-wide standards. 


 
6. A designated IT governance authority and governance structures establish 


priorities, manage key issues, and make decisions relating to the selection and 
management of requests, initiatives, and projects. 


 
7. Stakeholders, providers, and users govern the development and implementation 


of the IT governance framework. 
 


8. AOC will provide staff support and management for initiatives, requests, or 
projects arising from stakeholder communities. 


 
9. The governance bodies and other participants in the governance process 


operate in a clear and transparent way to promote trust in the process for 
managing request and any resulting initiatives or projects. 


 
10. Participants are informed through each step of the process, equipping them with 


the appropriate information, tools, and resources needed to take each step. 
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11. There is communication throughout the governance process to ensure greater 


visibility into the decision-making process. 


12. The governance model be allowed to operate for a given period and assessed 
formally on an ongoing basis, guided by predetermined performance measures. 


13. The approach to IT governance evolves over time, allowing participants and 
stakeholders to continue to operate the IT governance process in a way that 
meets their business needs. 


14. The range of participants and level of participation evolve over time as the IT 
governance framework is established. 


 
 
 
Delegated authority for the State Court Administrator  and the AOC Chief Information 
Officer is shown in the IT Governance Delegation Matrix in appendix XXX. The JISC 
may review, increase, decrease, or revoke any previous delegation regarding 
acquisition of IT resources. All acquisitions conducted under delegated authority must 
comply with JIS IT Governance Policy and the JISC IT Governance Standards. 
 
The Administrator for the Courts and the AOC CIO shall report to JISC on all decisions 
made under the delegation matrix at each regularly scheduled JISC meeting. 
 
Decisions not to schedule recommended requests by the State Court Administrator and 
the AOC CIO shall state the reasons for the denial and may be appealed to the JISC by 
the recommending court level user group. 
 
Maintenance 
The AOC must review its IT Governance standards and framework at least annually and 
make appropriate updates after any significant changes in its business or technology 
environment.  Major policy changes will require the approval of the JISC. 
 
Appendix: JIS Delegation Matrix  
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